La SSI en 2016 à l’INSERM

- PSSI : toujours en cours de réécriture.
- Normes INSERM : configurations standard pour le poste de travail et recours au chiffrement (poste et réseau), gestion des authentifications et renforcement de la politique de mots de passe
- Intégration de la SSI : grille générale d’évaluation SSI des applications, intégration de la sensibilité SSI dans la méthode MAREVA2
- Intranet sécurisé
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PSSI en 2016 au CNRS

- **ESSI du CNRS** : nommé depuis le 01/08/2015
  michel.chabanne@cnrs.fr
- PSSI : nouvelle version adoptée en 2013, déclinée par « services » et « laboratoires ». Trois niveaux de sensibilité identifiés, application directe des règles de la PSSI opérationnelle dans les unités propres du CNRS.
- Evolutions prévues : mesures d’écart et ajustement des mesures en conformité avec la PSSIE (GT CNRS, échanges avec partenaires). Renforcer la démarche de cadre de cohérence techniques nationaux et de guides opérationnels de mise en œuvre.
- Informatique et Libertés : revue de l’organisation I&L au CNRS (nouveau CIL, N.Castoldi), clarification en cours avec la CNIL de la compétence de chaque tutelle dans les UMR.
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Conclusion

☐ Chaque unité devrait nommer un CSSI.

☐ Les RSSI peuvent être sollicités pour conseiller les CSSI et pour les aider à réaliser une analyse de risques des enjeux SSI dans leur unité, en concertation avec le DU.

☐ Des ateliers seront organisés en 2016 par le comité inter-tutelles à l’attention des CSSI, comme les années précédentes. Toute suggestion est la bienvenue.